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Title:	Key Issue: Providing Authorized V2X Server Addressing Information 
Document for:	Approval
Agenda Item:	6.6
Work Item / Release:	FS_eV2XARC / Rel-15
Abstract of the contribution: Introduce Key Issue based requirement defined in S1-172362.
1. Discussion
The S1-172362(CR006) introduced following requirements: 
[R.5.1-0XX] The 3GPP system shall provide a mechanism to provide addressing information(e.g. IP address or FQDN) of V2X application server(s) to the UEs supporting V2X applications.
The intention of this requirement is that the 3GPP system should be able support the communication between UE supporting V2X application and authorized V2X application server. That is, the 3GPP system should (at least): 
1. Know which V2X application server is authorized to communicate to with UE;
2. Provide authorized V2X application servers addressing information to UE;
3. Prevent traffics to and from un-authorized V2X application server; this would disable the communication to un-authorized V2X application and only allow traffics to authorized V2X application servers. Since UE supporting V2X application normally were programmed properly, whether this method is need is FFS.

2. Proposal
It is proposed to include the following Key Issue into TR 23.786.
* * * * First Change * * *.*
[bookmark: _Toc452637898]5.1	Key Issue #x: Providing Authorized V2X Server Addressing Information
[bookmark: _Toc452637899]5.1.1	General description
In order to ensure that the UE supporting V2X application only communicate with authorized V2X Application Server for V2X application purpose, provide authorized V2X server(s) addressing Information to UE supporting V2X application is X is needed.
For this key issue the following aspects need to be studied at least:
-	Mechanism of EPS and 5G system to know the addressing information of authorized V2X application server(s);
-	Mechanism of EPS and 5G system to provide addressing information (e.g. IP address or FQDN) of authorized V2X application server(s) to the UEs supporting V2X applications;
Editor Note: It is FFS whether mechanism of EPS and 5G system to block traffics between UE supporting V2X applicaiton and un-authorized V2X application server is needed.

* * * * End of Changes * * *.*
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